1. SCOPE

1.1. System Wide, including Marshfield Clinic Health System (MCHS) affiliated organizations who adopt this policy: Marshfield Clinic, Inc.; Family Health Center of Marshfield, Inc.; Security Health Plan of Wisconsin, Inc.; and Lakeview Medical Center of Rice Lake, Inc.

2. DEFINITIONS & EXPLANATIONS OF TERMS

2.1. Minimum Necessary: The term Minimum Necessary is defined as limiting Protected Health Information (“PHI”) access to those with a need to know and using, disclosing or requesting only that amount of PHI necessary to accomplish the intended purpose of the use, disclosure or request.

2.2. “Need to Know”: The term “Need to Know” is defined as an employee using (accessing) or disclosing PHI only when necessary to perform and complete his/her job responsibilities. This includes employees who are being treated as patients.

2.3. Patient: The term Patient includes those individuals who are the subject of PHI, including SHP members.

2.4. Protected Health Information (PHI): The term PHI is defined as individually identifiable information derived from a relationship between patients and health care professionals. PHI includes, but is not limited to:
   - Health/Clinical information – diagnosis, treatments, and test results, etc.
   - Demographic information – name, age, address, and phone number, etc.
   - Appointment information – date, time, reason for appointment and provider.
   - Insurance/Financial information – source of payment, account balance, and account for billing, etc.
   - Member information maintained by Security Health Plan (SHP).

3. POLICY BODY

Marshfield Clinic respects and will protect every patient’s right to have all information they share with health care professionals kept confidential.

Patient information, regardless of its media, i.e. written, verbal, or stored in paper, photograph, video, or electronic format may be used for a variety of legitimate business purposes. Example of information usage includes, but is not limited to: patient care, quality review, education, research, public health, insurance administration, legal, and reimbursement. Regardless of its use, patients must be assured the information they share with health care professionals will remain confidential. Without such assurance, patients...
may withhold critical information, which could affect the quality and outcome of care, as well the reliability of the information.

3.1. Conduct

a. Employees observing other employees violating patient confidentiality in or outside of the Clinic must immediately report the incident to their manager, a Human Resources Manager, the Director of Employee Relations, the Privacy Officer or the Compliance Officer.

b. All alleged violations of the Patient Information Confidentiality policy will be investigated by managers and/or appropriate personnel.

c. Managers must report their findings to the respective Privacy Officer, Human Resources Manager, Compliance Officer or Director of Employee Relations prior to determining disciplinary action, if any.

d. Employees found in violation of this policy are subject to disciplinary action up to and including, immediate termination.

3.2 Employees may access PHI on a patient following the minimum necessary standard, only if they have a business need to know, as part of their assigned job duties or responsibilities.

3.3 Gossip, careless remarks, and idle chatter may be a breach of the patient's trust and right to confidentiality, or unauthorized disclosure of PHI.

3.4 Employees are not authorized to access any portion of the Marshfield Clinic medical record (e.g. Combined Medical Record (CMR), Patient Schedule, Patient Demographics, Cattails Dental, etc.) to obtain information on themselves, their spouse, or their dependents. While this information is about you and your family, and you may have the right to know, this information must be obtained through proper channels. Proper channels include calling the attending physician, health care provider or the Health Information Management department. The Notice of Privacy Practices provides direction on the process to obtain copies of health information for you and/or your dependents. Employees are expected to follow the same procedure as non-employee patients. Physician use of the electronic medical record is governed by the Professional Staff Handbook.

With the exception of situations requiring emergency care, providers and staff should be discouraged from providing care to their immediate family members (e.g. parent, spouse, minor child). Providers are discouraged from ordering diagnostic testing or performing procedures on themselves or immediate family members. Many health insurers do not reimburse services provided to immediate family members.

3.5 PHI may be disclosed only upon written authorization by the patient or his/her legal representative or where such disclosure is authorized by federal or state law, subpoena or court order and in accordance with the “Authorization to Use and Disclose PHI” policy and/or other applicable Marshfield Clinic policies.

3.6 Breaches of patient confidentiality or unauthorized disclosure of PHI are violations of this policy and have potential civil and/or criminal penalties under state and/or federal law including the Health Insurance Portability and Accountability Act.
(HIPAA). Violation of this policy may lead to discipline up to and including termination of employment.

3.7 Managers shall inform and educate employees about the Patient Information Confidentiality policy.

3.8 An employee who needs clarification of the Patient Information Confidentiality policy should speak with his or her manager or contact the Privacy Officer or Compliance Officer.

3.9 Security - Each employee has a password that enables him/her to access the computer system. This password must be kept confidential and may not be shared with anyone. Each time an electronic medical record is accessed, the time, date, location, and employee name are recorded in the audit system. This tracking system is capable of identifying potential abuse. Employees are responsible for all access while they are logged in. See Sec. 3.5 above. Security violations are also subject to disciplinary action up to and including termination of employment. See Network Passwords policy.

4. ADDITIONAL RESOURCES

4.1 References:
- Employee Conduct Policy
- Email, Internet, and Telephonic Communications Policy
- Personnel Records Policy
- Authorization to Use and Disclose PHI
- Network Passwords
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